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Leverage our deep experience with the Japanese cyber ecosystem  ‘ 
Providing expertise on Japanese cyber risks, trends, threats and regulation 
 

 
 

 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 

Major Japan Projects: 
 
■ JPCERT/CC: Consulted with JPCERT/CC on 

development of its counter advanced 
persistent threat (APT) program, including 
recommendations on the program’s 
strategic approach and technical 
specifications. Developed JPCERT/CC 
cyber range for functional exercises with 
Japanese companies. 

 
■ JETRO: Provide monthly cyber risk horizon 

scanning report, analyzing recent cyber 
events in the US and rest of the world, 
tracking evolution and global trends of 
cyber threats, regulation and risk.  

 
■ IPA: Research and developed multiple 

reports on topics including mitigating 
critical infrastructure cyber risk from 
internet of things (IoT) and artificial 
intelligence (AI) technology.  

 
■ NISC: Developed report on lessons learned 

from the US context in building a Japan 
national cyber tabletop exercise program.  

■ Next Peak has over two decades of 
experience working with Japanese 
government and corporate entities on 
cybersecurity and crisis management 
program design, operations uplift and 
cyber strategic analysis.   

 
■ We combine our deep experience and 

knowledge of Japan’s cybersecurity 
ecosystem with a deep global and 
international perspective on what 
countries and companies need to do to be 
resilient and stay ahead of cyber risk.  

 
■ Next Peak draws from a deep network of 

world-class cyber leaders that have 
designed, built and led cyber operations 
in government, military and corporate 
settings, as well as designing 
cybersecurity standards used globally. 
Additionally, we work with local partners 
in Japan to deliver cyber capabilities 
across the spectrum of client needs and 
at scale. 

 
 

www.Nextpeak.net | (210) 729-2552 

http://www.nextpeak.net/

